Password Reuse Policy

Enforcing Password history

Enforcing password history will define how frequently end users can reuse passwords from their previously used passwords.

Go to System Settings > Directory Manager Settings > Configure Plugin(Security Enhanced Directory Manager) > Default Directory Password Policy.

Default Directory Password Policy

General = Default Directory Password Policy = Nofification > External Directory Manager

Require Password Change on U
First Login
Generate Random Password
Enable Forgot Password
Forgot Password Link Validity 15 x
Period (Minutes)
Number of Unique Passwords 5
Before Re-use
Password Minimum Length 8 —
Password Mandatory Characters At least 1 upper-case letter
At least 1 lower-case letter
At least 1 numeric character
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